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	Reason for change:
	A SNPN subscribed UE in limited states can access to a PLMN for emergency services. A PLMN may authenticate a UE during emergency registration or not. During the emergency registration, in case of authentication failure, the network may still accept the UE access or not, depend on operators’ policy. A PLMN doesn’t support NID and doesn’t support NSI based SUCI with NID. A SNPN’s MCC and MNC may not be unique

Scenario1: the MCC and MNC of the subscribed SNPN is unique
-  NSI based SUPI shall not be used since the serving PLMN doesn’t support the NID not use it to select AUSF. So the authentication cannot be performed. If authentication is required by the PLMN, the SNPN subscribed UE may be rejected by the PLMN.
-  IMSI based SUPI shall be used in order to support the possible authentication by the serving PLMN.
Scenario2: the MCC and MNC of the subscribed SNPN is not unique
-  Issue1: The AMF of serving PLMN cannot index the AUSF of subscribed SNPN based on the PLMN ID of the IMSI, so the authentication cannot be performed when IMSI is provided.
-  Issue2: UE A and UE B with the same IMSI may access a PLMN and the PLMN AMF cannot distinguish UE A and UE B.

In order to fix the above issues, the following are proposed:
-  the IMSI based SUPI shall be included if and the MCC and MNC of the SNPN is unique.
-  the NSI based SUPI shall not be included.
-  the PEI shall be included when the MCC and MNC of the SNPN is not unique.
- whether the MCC+MNC of the SNPN is unique or not is pre-configured in the subscription/credential.

	
	

	Summary of change:
	Correct the UE ID of SNPN UE used for accessing emergency services in PLMN.

	
	

	Consequences if not approved:
	The PLMN cannot differentiate or authenticate UE. 
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An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
Emergency services are supported in SNPN access mode. If the UE is in limited service state, the UE shall attempt to camp on an acceptable cell of any available SNPN supporting emergency calls (irrespective of SNPN ID or GIN) or on any available PLMN supporting emergency calls (irrespective of PLMN ID).
When a subscribed SNPN’s UE in limited state triggers emergency registration to a PLMN, the UE doesn’t provide NSI based SUPI to the PLMN; and how the UE provides IMSI based SUPI, PEI or 5G-GUTI is as described in clause 4.2.2.2.2 of TS 23.502 [3].
If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Clause D.4 provides more details.
An SNPN-enabled UE that supports access to an SNPN using credentials from a Credentials Holder and that is equipped with a PLMN subscription needs to first enter SNPN access mode to be able to select SNPNs. Once the UE has entered SNPN access mode, SNPN selection is performed as described in clause 5.30.2.4. Once an SNPN has been selected the UE attempts registration in the SNPN using the PLMN credentials.
NOTE:	Details of activation and deactivation of SNPN access mode are up to UE implementation.
When a UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17].
UEs operating in SNPN access mode read the information described in clause 5.30.2.2 from the broadcast system information and take them into account during network selection.
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